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IFCT0046_CIBERSEGURIDAD Y CIBERINTELIGENCIA NIVEL

AVANZADO

Presencial (con 100%

Aula Virtual) 632 Horas Subvencionado

)

Este curso esta dirigido a profesionales que desean adquirir una formacion avanzada y altamente
especializada en ciberseguridad y ciberinteligencia. A lo largo de la formacion se trabajara la proteccion
de infraestructuras criticas, la defensa y el ataque en redes, la gestion de riesgos, la seguridad industrial
y la vigilancia digital, con un enfoque eminentemente practico.

Core Networks es una empresa lider en formacion tecnolédgica avanzada, especializada en Oracle,
Inteligencia Artificial y Ciberseguridad. Ofrecemos formacidn prdctica y actualizada, impartida por
formadores expertos en activo, orientada a la empleabilidad real y a las necesidades del mercado.
Nuestro compromiso es formar profesionales altamente cualificados en las tecnologias mas estratégicas
del momento.

El curso se desarrollara en modalidad Presencial con el apoyo de un Aula Virtual.

“Learn different, learn with us.”
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/ Proporcionar formacion practica y especializada en ciberseguridad y ciberinteligencia a nivel
9 I . .. .
@ avanzado, con el objetivo de capacitar a personal técnico para proteger infraestructuras

criticas y garantizar la integridad de empresas y ciudadanos.

S[Z| Contenidos (IFCT0046):

==
==

- Médulo 1: Conceptos previos de ciberseguridad avanzada (4 h)
- Mddulo 2: Sistemas y redes operativas (80 h)

- Médulo 3: Gestion, riesgo y cumplimiento (80 h)

- Médulo 4: Advanced Computer Network Defense (140 h)

- Modulo 5: Computer Network Attack (100 h)

- Mddulo 6: Software de monitorizacion de centros SOC (24 h)

- Médulo 7: Sistemas UNIX (40 h)

- Médulo 8: Desarrollo seguro (24 h)

- Médulo 9: Seguridad industrial (80 h)

- Médulo 10: Vigilancia digital y ciberinteligencia (60 h)

® Requisitos para realizar el Curso

El curso estd 100% subvencionado (gratuito) y esta destinado preferentemente a desempleados, inscritos como
demandantes de empleo en las Oficinas de Empleo de la Comunidad de Madrid. También disponible para

trabajadores (plazas limitadas).

Tendras preferencia en la inscripcion del curso si cumples uno de estos requisitos: personas en desempleo de larga
duracién y baja cualificacién, menores de 30 afios, mujeres, hombres mayores de 45 afios y personas con

discapacidad.

El curso se realizara en modalidad presencial con apoyo de aula virtual. El nivel académico o de
conocimientos generales que debes tener para acceder al curso es:

- Haber superado la prueba de acceso a Ciclos Formativos de Grado Superior o prueba oficial de
acceso a la universidad

Realizando con éxito el curso, conseguiras un diploma acreditativo de la realizacidn del curso.

Este curso se engloba dentro de la Orden de la Consejeria de Economia, Hacienda y Empleo de la comunidad de
Madrid por la que se convocan subvenciones para la financiacion de acciones de formacion para el afio 2026 Y 2027.

iContacta con nosotros y te informaremos!

Q 910101080 @ 662 51 66 65 & hola@miscursosyformacion.com
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